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Анекс кон пријава за сертификација за  ISO 27001
Ве молиме да одговорите на следниве прашања поврзани со ОПСЕГOT на Системот за управување со безбедноста на информациите ISO 27001:2013 (ISMS)

	Вид на податоци кои се обработуваат:
(на пр., Технолошки дизајн, финансии/банкарство, осигурување/здравство, војска, информатичка технологија, маркетинг/комерција/рекламирање, општи лични податоци, чувствителни лични податоци и други):
	

	
	

	Доверлива документација:
Дали ISMS системот вклучува документација (процедури, записи, итн.) класифицирана како „доверлива“ и / или не  достапна за проверка?
	☐ 	Да
☐ 	Не



	Број на корисници
	 

	Број на сервери
	

	Број на работни станици + компјутер + лаптопи
	 

	Број на персонал инволвиран во дизајн, развој и одржување:
	

	Конекции:
	☐ 	Општ пристап до интернет
☐ 	Дистрибуција на е-пошта
☐ 	Далечински врски / Екстранет
☐ 	Локални мрежи
☐ 	Трансфер на податоци

	Криптографија / дигитален потпис:
	☐ 	Надворешни / Интернет врски со употреба на криптографија
☐ 	Дигитален потпис
☐ 	PKI 

	Интерни IT системи:
	☐ 	Различни платформи / хетероген оперативен систем
☐ 	Различни платформи / хомогени оперативен систем
☐ 	Единечна платформа/ оперативен систем

	
	Опишете ги типовите платформи и  користениот оперативен систем:

	
	

	Задолжителна усогласеност со регулатива:
	☐ 	Неисполнувањето води до правни последици
☐ 	Неисполнувањето резултира со големи казни или негативна слика на организацијата
☐ 	Неисполнувањето доведува до незначителни казни или влијание врз сликата на организацијата

	Дали логистиката е особено сложена
 (т.е. различни згради за секој сектор / на повеќе локации)?
	☐ 	Да
☐ 	Не

	Ризик за видот на обработени  податоци:
	☐ 	Висок
☐ 	Среден
☐ 	Низок

	Медиуми за чување на информации:
	☐ 	Хартија
☐ 	Хартија и електронски
☐ 	Електронски

	ИТ систем / процеси во аутсорсинг:

	☐ 	Да
☐ 	Не
	Ако одговорт е ДА, тогаш наведете кои процеси и како се користат:

	
	
	

	Вид на софтвер / апликации кои се користат:
	☐ 	Стандардни
☐ 	Не стандардни

	Дали организацијата има свое развојно опкружување?
	☐ 	Да
☐ 	Не
	Наведете ги деталите доколку процесот е аутсорсинг:

	
	
	

	Дали има дополнителни / невообичаени аспекти за безбедност на информациите?
	☐ 	Да
☐ 	Не
	Ако одговорт е ДА, наведете ги деталите:
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